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SUMMARY  

Cloud DevOps Engineer with 5+ years’ experience in delivering continuous integration and delivery 

processes in an agile environment, while demonstrating hands-on experience in setting up operations, 

automation, and maintenance of a DevOps integration and delivery pipeline. Solid software 

development background married with effective intercommunication skills to promote compromise with 

developers and support engineers highly motivated, Software Automation Engineer with excellent intra-

personal skills highly developed focus on DevOps and CI/CD Automation and working in a multi-cultural 

environment. 

 

Professional Summary 

 Worked with open-source software across a range of frameworks and technologies: 

Microservices, kubernetes, docker, AWS. 

 Architecting and extending Azure DevOps Server based automated deployment pipelines that 

target both on-prem and Azure based environment. 

 Strong Linux OS hands-on experience with detailed knowledge base of Open Source software. 

 Experience in real-time monitoring and alerting of applications deployed in AWS managed 

services (CloudWatch, CloudTrail, and Simple Notification Service). 

 Experience developing for CI/CD tools like Jenkins or Code Deploy/Pipeline. 

 Experienced in configuration management of various multi-layered applications using Ansible 

and Puppet and containerization technology such as Docker and Kubernetes. 

 Transforming storage infrastructure with Ceph. 

 Experience with GCP Cloud (Understanding of GKE, Apigee, API gateway, etc.) 

 Experience with Source Control management – SVN, GitHub in adds, commits, deletes of codes. 

 Managed physical and cloud infrastructure running Redhat/CentOS on AWS cloud. 

 Simplifying entire foodchain using gitlab. 

 Experienced in provisioning instances with CloudFormation, Autoscaling, VMware templates, 

clones, and AWS snapshots. 

 Experienced in Bash scripting, Perl, Python to automate the tasks by using cron scheduling. 

 Good experience in the design and implementation of Continuous Integration, Continuous 

Deployment, Continuous Delivery and Devops Operations. 

 Experienced with deployments, maintenance and troubleshooting applications on Azure. 

 Experience in AWS CloudFormation, AWS EC2, VPC, S3 and similar technologies. 

 Working in infrastructure development on Amazon Web Services (AWS) cloud platform services 

stack including Elastic Cloud Compute EC2, S3, EBS, EFS, Elastic Bean Stalk, Route53, VPC, cloud 



Front, Dynamo DB, Red Shift, RDS, Key Management Service (KMS), Identity & Access 

Management (IAM), Elastic Container Service (ECS), Elastic Load balancing, cloud Formation, 

Elastic Cache, SNS, SQS focusing on high availability, fault-tolerance, and auto-scaling. 

 

PROFESSIONAL EXPERIENCE 

 

PANGAEA HOLDINGS 

Austin, Tx 

DevOps Engineer | Dec 2021 – Current 

 Designed and implemented Azure Cloud Infrastructure by creating Azure Resource Manager 

(ARM) templates for Azure platform. Also used Terraform to deploy the infrastructure 

necessary to create development, test, and production environments 

 Used Terraform to build staging and production environments. Integrated Azure Log 

Analytics with Azure VMs for monitoring the log files. 

 Setting up the Azure environment: This includes creating an Azure account, setting up Azure 

resources such as virtual machines and storage, and configuring networking and security. 

 Using Azure DevOps to manage the application development lifecycle, and deploying the 

application to Azure using tools such as Azure App Service or Azure Kubernetes Service. 

 Integrated Kubernetes with network, storage, security to provide comprehensive 

infrastructure and orchestrated container across multiple hosts. 

 Build and configure Open stack deploying servers using KVM. 

 Managed Azure infrastructure Azure Web Roles, Worker Roles, VM Role, Azure SQL, Azure 

Storage, Azure AD Licenses. Virtual Machine Backup and recover from a Recovery Services 

Vault using Azure Portal. 

 Worked on setting up Veritas clustering. 

 Performed application server builds in EC2 environment and monitoring them using cloud 

watch 

 Creating snapshots and amazon images of the instances for backup and creating clone 

instances 

 Support of applications like Apache, tomcat, and java-based app running on Linux machine 

for multiple clients 

 Design user’s credentials and profiles using AWS IAM. 

 Monitoring Live Traffic, logs, Memory utilization, Disk utilization and various other factors 

which are important for deployment. 

 Monitoring servers using Nagios, Cloud watch and using ELK Stack Elasticsearch Fluentd 

Kibana. 

 Maintained Automated Salt scripts for Elasticsearch, Logstach, Kibana, and Beats. 

 Built visualization and dashboards using Kibana. 

 

 



BRINKS 

Austin, Tx 

DevOps Engineer | Nov 2017 - Nov 2021 

 Built and maintained infrastructure using Terraform for AWS cloud environments to host 

multiple services. 

 Implemented Kubernetes for container orchestration and utilized Helm to deploy applications to 

production environments. 

 Implemented monitoring and logging using Prometheus, Grafana, and ELK stack to ensure 

system performance, stability, and reliability. 

 Implemented and automated solutions on AWS cloud via Jenkins Pipeline, Terraform, Cloud 

formation, Ansible, Shell. 

 Configured the SSL certificates for AWS EC2, database and Amazon CLI servers. 

 Configured Federation services for the application single-sign on in AWS cloud using AWS IAM 

service. 

 Created alarms and alerts in CloudWatch, and AWS SNS services for monitoring: for monitoring 

the server performance, CPU utilization, disk space, storage and bandwidth utilization. 

 Automated infrastructure provisioning and configuration using CloudFormation and Ansible for 

AWS cloud environments. 

 Implemented Docker for containerization and utilized AWS ECS for container orchestration. 

 Implemented monitoring and logging using CloudWatch and ELK stack to ensure system 

performance, stability, and reliability. 

 Worked with development teams to optimize infrastructure and application performance by 

identifying and resolving bottlenecks. 

 Assisted with database administration tasks using MySQL and PostgreSQL. 

 Designed and implemented Azure Cloud Infrastructure by creating Azure Resource Manager 

(ARM) templates for Azure platform. Also used Terraform to deploy the infrastructure necessary 

to create development, test, and production environments 

 Used Terraform to build staging and production environments. Integrated Azure Log Analytics 

with Azure VMs for monitoring the log files. 

 Integrated Kubernetes with network, storage, security to provide comprehensive infrastructure 

and orchestrated container across multiple hosts. 

 Managed Azure infrastructure Azure Web Roles, Worker Roles, VM Role, Azure SQL, Azure 

Storage, Azure AD Licenses. Virtual Machine Backup and recover from a Recovery Services Vault 

using Azure Portal. 

 Performed application server builds in EC2 environment and monitoring them using cloud watch 

 Creating snapshots and amazon images of the instances for backup and creating clone instances 

 

 

 

 



EDUCATION 

 

UNIVERSITY OF LAGOS 

BSC in Computer Science | 2004 - 2008 

 

 

TECHNICAL PROFICIENCIES 

Azure Cloud Services: IaaS, PaaS, VM Migration, Networking (VPN, Express route, UDR, NSG, Load 

Balancer, Firewalls), Azure API, Compute, Storage, Active Directory, Azure Site Recovery, Azure ARM, 

Azure AD, Azure Site Recovery, Azure Backup,  

Monitoring Tools: DataDog, Azure Monitor, Site24X7 

Scripting: PowerShell, Bash, Shell  

Cloud Technologies: MS Azure, Docker, Ansible, Containers, Kubernetes, Octopus Deploy, Cloud 

Networking & Troubleshooting 

DevOps Tools: Jenkins, Octopus deploy, Ansible, CI/CD, Git, Bitbucket, Azure CLI, Terraform 

Operating Systems: Linux, Windows. 

 

PROFESSIONAL CERTIFICATIONS: 

ITIL Foundation - Certified 

PMP – Certified 

AWS Certified Devops Professional 

AWS Solutions Architect Certified Associate – In Progress 

ServiceNow Administrator / Developer 

 

 
Continuous Integration/Continuous D eploy ment (CI/CD) Tools : Jenkins, GitLa b CI/CD, Travis CI, CircleCI, GitHub A ctions  

Configuration Manage ment Tools : Ansible, Puppet, Chef, SaltStack  

Infrastruct ure as Code (Ia C) Tool s:  

 

Terraform 

AWS CloudFor mation 

Azure Resource Ma nager (ARM ) 

Google Cl oud D eploy ment Manager  

Containeriza tion and Orche stration Tool s:  

 

Docker  

Kubernete s  

Docker Swarm 

Amazon E CS (Elastic Container Service )  

Google Kubernete s Engine (GKE ) 

Azure Kuber netes Service (A KS) 

Monitoring and Loggi ng Tools:  

 

Prometheus  

Grafana  

ELK Stack (Elasticsearch, Logstash, Kiba na)  

Splunk  

Datadog 

New Relic 

Version Control Systems:  

 

Git (GitHub, GitLab, Bitbucket)  

Collabora tion Tool s:  

 

Slack 

Microsoft Tea ms  

Jira 

Confluence  

Cloud Platforms:  

 

Amazon We b Services (AWS) 

Microsoft Azure  

Google Cl oud Platform (GCP) 

Build Tools :  

 

Maven 

Gradle 

Code Quality and Testing Tools:  

 

SonarQube  

JUnit 

Selenium 

Security Tools :  

 

Vault 

AWS Identity and A cce ss Manage ment (IAM) 

Azure Active Direct ory (AAD) 

Artifact Re pository Managers:  

 

Nexus Repository  

JFrog Artifactory  

Continuous Monitori ng and Alerting Tools:  

 

Nagios  

Zabbix 

PagerDuty 

OpsG enie  

Database Manage ment Tools:  

 

MySQL Workbe nch 

pgAdmin 

MongoD B Compass  

Networking Tool s:  

Wireshark  

ngrok 

Prometheus  

Grafana  

Datadog 

New Relic 

Zabbix 

Nagios  

Incide nt Manage ment and Ti cketing Tool s:  

 

PagerDuty 

OpsG enie  

VictorOps  

ServiceNow  

Logging and Log Ma nagement Tools:  

 

ELK Stack (Elasticsearch, Logstash, Kiba na)  

Splunk, Graylog, Fluentd, Tracing and Observability Tools :  

Jaeger, Zipkin, Ope nTele metry, LightStep  

Configuration Manage ment and Automation Tools:  

 

Ansible  

Puppet 

Chef 

SaltStack 

Terraform 

Container Orche stration a nd Manage me nt:  

 

Kubernete s  

Docker Swarm 

Amazon E CS (Elastic Container Service )  
Google Kubernete s Engine (GKE ) 

Azure Kuber netes Service (A KS) 

Continuous Integration and Continuous Depl oyment (CI/CD ) Tools:  

 

Jenkins  

GitLab CI/CD  

Travis CI 

CircleCI  

GitHub Actions  

Service Mesh:  

 

Istio 

Linkerd 

Consul  



Infrastructure as Code (IaC) Tools: 

 

Terraform 

AWS CloudFor mation 

Azure Resource Ma nager (ARM ) 

Google Cl oud D eploy ment Manager  

Security and Compliance Tools:  

 

HashiCorp Vault 

AWS IAM (Identity and Access Ma nageme nt)  

Azure Active Direct ory (AAD) 

Open Policy Agent (OPA ) 

Networking Tool s:  

 

Wireshark  

ngrok 

tcpdump 

Backup a nd Disaster Recovery Tools:  

 

Velero (formerly Heptio Ark) 

AWS Backup 

Azure Site Recovery  

Collabora tion Tool s:  
 

Slack 

Microsoft Tea ms  

Jira 

Confluence  

Version Control Systems:  

 

Git (GitHub, GitLab, Bitbucket)  

Database Manage ment Tools:  

 

MySQL Workbe nch 

pgAdmin 

MongoD B Compass  

Microsoft Visio  

Luci dchart 

draw.io  

OmniGraffle  

Enterprise Architect  

Collabora tion a nd D ocume ntation Tools:  

 

Confluence  

Google Docs  

Microsoft Word 

Markdown Editors (e .g., Typora) 

Prototyping and Wireframi ng Tools:  

 

Axure RP  

Balsami q 

Adobe XD  

Sketch 

Architecture Re pository Tools:  

 

ArchiMate 

Sparx Systems Enterprise Architect  

Luci dchart 

Archi 

Require ments Ma nageme nt Tools:  

 

IBM Engine ering Re quirements Manage ment D OORS 

Jama Connect  

Confluence + Jira 

Trello 

Version Control Systems:  

 

Git (GitHub, GitLab, Bitbucket)  

Subversion (SVN) 

Development Platfor ms and I DEs:  

 

Visual Studio  

IntelliJ IDEA 

Eclipse  

Visual Studio Code  

Cloud Platforms:  

 

Amazon We b Services (AWS) 

Microsoft Azure  

Google Cl oud Platform (GCP) 

IBM Cloud 

Containeriza tion and Orche stration Tool s:  

 

Docker  

Kubernete s  

Docker Compose  

Infrastruct ure as Code (Ia C) Tool s:  

 

Terraform 

AWS CloudFor mation 

Azure Resource Ma nager (ARM ) 

Google Cl oud D eploy ment Manager  

Continuous Integration/Continuous D eploy ment (CI/CD) Tools :  

 

Jenkins  

GitLab CI/CD  

Travis CI 

CircleCI  

GitHub Actions  

API Design and Manage ment Tools:  

 

Swagger (OpenAPI) 

Postma n 

Apigee 

Mulesoft Anypoint Platfor m 

Database Design and Manage ment Tools:  

 

MySQL Workbe nch 

Microsoft SQL Server Manage ment Studi o (SSMS) 

Oracle SQL Developer  

PostgreSQL pgAdmi n  

Security and Compliance Tools:  

 

HashiCorp Vault 

AWS IAM (Identity and Access Ma nageme nt)  

Azure Active Direct ory (AAD) 

Security Assertion Markup Language (SAML) tools  

Enterprise Architect ure Frameworks:  

 

TOGAF (The Ope n Group Architecture Fra mework)  

Zachma n Framework  

 

Cloud Service Providers:  

 

Amazon We b Services (AWS) 

Microsoft Azure  

Google Cl oud Platform (GCP) 

IBM Cloud 

Infrastruct ure as Code (Ia C) Tool s:  

 

Terraform 

AWS CloudFor mation 

Azure Resource Ma nager (ARM ) Te mplates  

Google Cl oud D eploy ment Manager  

Configuration Manage ment Tools :  

 

Ansible  

Puppet 

Chef 

Containeriza tion and Orche stration Tool s:  

 

Docker  

Kubernete s  

Amazon Elastic Kubernetes Service (EKS)  

Azure Kuber netes Service (A KS) 

Google Kubernete s Engine (GKE ) 

Continuous Integration/Continuous D eploy ment (CI/CD) Tools :  

 

Jenkins  

GitLab CI/CD  

Travis CI 

CircleCI  

GitHub Actions  

Monitoring and Loggi ng Tools:  

 

Amazon CloudWatch  

Azure Monitor  

Google Cl oud M onitoring  

Prometheus  

Grafana  

ELK Stack (Elasticsearch, Logstash, Kiba na)  
Networking Tool s:  

 

Amazon VPC (Virtual Private Cloud) 

Azure Virtual Network 

Google VPC 

Terraform for Network Infrastruct ure  

Wireshark for Pa cket Analysis 

Security and Compliance Tools:  

 

AWS Identity and A cce ss Manage ment (IAM) 

Azure Active Direct ory (AAD) 

Google Cl oud I dentity and Access Manage ment (IAM ) 

HashiCorp Vault 

AWS Security Hub 

Azure Security Center  

Database Services and Manage ment Tools:  

 

Amazon RDS (Relational Database Service )  

Amazon Aur ora 

Azure SQL Database  

Google Cl oud S QL 

MongoD B Atlas 

DBeaver for Database Ma nagement  

Serverless Frameworks:  

 

AWS Lambda  

Azure Functions  

Google Cl oud F unctions  

Backup a nd Disaster Recovery Tools:  

 

AWS Backup 

Azure Site Recovery  

Google Cl oud Backup 

Cost Manage ment Tools:  

 

AWS Cost Expl orer 

Azure Cost Manage me nt 

Google Cl oud Billing  

CloudHealth by VMware 

Collabora tion a nd Communica tion Tools:  

 

Slack 

Microsoft Tea ms  

Zoom 

Version Control Systems:  

 

Git (GitHub, GitLab, Bitbucket)  

Development Platfor ms and I DEs:  

 

Visual Studio Code  

IntelliJ IDEA 

PyChar m 


