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Professional Summary:
· Cloud/DevOps Engineer with around 10 + years of IT experience as Build Release Management, Automation, Cloud, Containerization and Linux admin.
· Extensive experience in the AWS Cloud platform and its features including EC2, VPC, EBS, AMI, SNS, RDS, EBS, Cloud Watch, Cloud Formation, Auto scaling, CloudFront, IAM, S3, and R53.
· Extensive experience with Azure services including PAAS, IAAS, Virtual machines, Application Insights, Key Vaults, Azure Databricks, App Service, Azure blob Storage, Azure SQL Database, Visual Studio code, Azure Pipelines, ARM templates and Azure DevOps.
· Primary duties include building and deploying applications onto different environments like Dev, QA, UAT, and Production. Analyse and resolve compilation and deployment errors related to code development, branching, merging, and source code building using Jenkins.
· Good exp in the salesforce CLI platform and SFDX plugin. 
· Experience in performing deployments with both metadata source and source format.
· Experience writing scripts using the salesforce DX plugin for salesforce sandbox refresh activities for build and deployment.
· Created fully automated CI/CD pipelines for salesforce metadata validations and deployments using the Azure DevOps process.
· Implemented Azure Build and Release Pipelines and Created ARM JSON templates for infrastructure as code.
· Strong understanding of infrastructure automation tools like Cloud Formation Templates and Terraform.
· Experience working on source controller tools like GIT, and Subversion (SVN).
· Extensive experience with software development of Serverless applications.
· Installed and Managed CI stack: Docker, Bitbucket, SonarQube, Kubernetes, JIRA and Confluence for end-to-end CI-CD setup.
· Expertise in build/release process & maintain the Archive of software releases (internal & external).
· Experience in installing and configuring web application servers Tomcat, JBOSS, WebLogic, Web Sphere, and Nginx for application deployments for Linux, UNIX and Windows.
· Extensively worked on Jenkins - installing, configuring and maintaining the purpose of Continuous Integration (CI) and for End-to-End automation for all builds and deployments and in implementing CI/CD jobs for databases using Jenkins.
· Ability to build deployment, build scripts and automated solutions using scripting languages such as Shell, Powershell, and Python.
· Worked with Container Orchestration Platforms like Docker, and Kubernetes using helm charts
· Extensive Experience in working with Databases like Oracle, and SQL.
· Experience in designing, installing and implementing Ansible configuration management system for managing Web applications, Environments configuration Files, Users, Mount points and Packages.
· Experience in administering, installing, configuring, supporting and maintaining Linux.
· Experience in implementing hybrid cloud solutions Direct connect/VPN and Active Directory.
· Experience in creating the dashboard as per business metrics using Splunk, Grafana and Appdynamics.

Technical Skills:

	Cloud Platform
	AWS, AZURE

	Cloud Computing:
	AWS (EC2, ELB, S3, EBS, VPC, Route 53, RDS, Auto-Scaling, IAM, SNS, SES, SQS, AWS Athena, Glue, Cloud Formation), Azure (Azure VM, Azure Storage, Azure SQL, Virtual Network, Azure Active Directory, AZURE DNS, Azure Monitor, Azure ARM, Azure Functions, Functions App, data bricks, ADF, Key Vaults)

	Web Servers:
	Apache Tomcat, Nginx, WebSphere, JBoss, WebLogic 

	SCM Tools:
	GIT, GitHub, Subversion

	Version Control Tools
	SVN, GIT, GitHub, Git lab

	Programming/Scripting Languages:	
	Java 8, Python, Groovy, Shell, YAML, Shell/Perl Script, Node.js, J2EE, Ruby, SQL, PL/SQL, jQuery, JavaScript, React native.

	Build/Release (CI/CD):
	Chef, Puppet, Ansible, Jenkins, Kubernetes, Azure, Cloud Foundry, Circle CI, TeamCity, Maven, ANT, Git, SVN, TFS, Atlassian Jira, Selenium, Nexus, J Frog, Docker

	Technologies & frameworks
	Spring, Spring Boot, Spring MVC, Spring Data JPA, Spring Cloud, Hibernate, Apache Kafka, CI/CD, Docker, AWS, EC2, S3, Lambda, Groovy, Jenkins, Kubernetes

	Monitoring Tools:
	Nagios, AppDynamics, Dynatrace, Splunk, Log

	Operating Systems:
	Windows, Unix, Linux, Solaris



Certifications:

AWS Certified Solutions Architect – Associate
AZ-104 - Microsoft Azure Administrator
Salesforce Certified Administrator

Professional Experience:

Client: Cintas, OHIO | June 2023 - Present
Sr DevOps Engineer / AWS Cloud Engineer
Responsibilities:

· Good experience in architecting and analyzing AWS workflows and AWS services for various applications.
· Designed, Developed, and implemented dockerised applications on AWS ECS with Terraform
· Designed Terraform templates to create Infrastructure for Nginx applications to deploy on AWS.
· Migrated GitLab REPOSITORIES to GitHub Actions using customized terraform scripts.
· Designed and Implemented CI/CD pipelines using Github actions.
· Hands-on experience on Terraform a tool for building, changing, and versioning infrastructure safely and efficiently.
· Wrote various docker files for more than 60 different Nginx, Node.js, NPM and SpringBoot applications.
· Hands-on Experience with developer tools like code deploy, code build and code pipeline.
· Worked with Terraform modules and resources extensively to create AWS components like ECR, ECS, FARGATE, Task definitions, EC2, IAM, VPC, ELB, and Security groups.
· Managed infrastructure pipeline automation using Terraform to Create AWS Fargate Clusters.
· Shared best practices and guided BU teams while packaging as a module for ECR, ECS and Task definition using Terraform.
· Strong Experience in handling IAC with CloudFormation, terraform and containerization.
· Designed and Implemented AWS Aurora PostgresSql Infrastructure payment applications in the business unit.
· Designed and implemented requirements and initiatives to support migrations from legacy to cloud infrastructure.
· Designed, Developed, and Implemented a centralized docker registry exclusively for certain business units' Infrastructure in AWS using services such as ECS, ECR
· Involved in Developing and testing CI/CD tool processes and common services to support CI/CD pipelines.
· Designed, developed, and implemented process for AWS ECS in the CI/CD Bamboo pipeline with various Environments. 
· Designed and developed custom Docker files to automate end-end applications for various Business applications.
· Developed and Implemented CI/CD pipeline that uses Bitbucket, SonarQube, Veracode, Bamboo, Artifactory to deploy various payment and security applications for different BU’s.
· Worked with Docker and Kubernetes on multiple cloud providers, from helping developers build and containerize their application (CI/CD) to deploying either on public or private cloud. 
· Involved in migration of databases from on-premises to AWS Aurora Global database using Terraform and Bamboo pipelines.
· Implemented a centralized logging system for CI/CD pipelines, Terraform and application build and deploy cycle using (Elasticsearch, Log stash, and Kibana) to monitor system logs, AWS CloudWatch, VPC Flow Logs, CloudTrail Events, changes in S3. 
· Designed AWS workflows for various business units according to the requirements provided.
· Designed and developed a shared Amazon Elastic Container Registry per business unit on the AWS environment for the onboard application.
· Worked with container-based application deployments using Docker, with Kubernetes and have a good knowledge of EKS.
· Designed and developed bash patch scripts regularly to patch security patches on EC2 instances.
· Designed and developed AWS System Manager Patch Manager to install missing security patches on EC2 Linux instances.
· Orchestration of Docker images and Containers using bamboo pipelines with required dependencies
· Used Jenkins pipelines to drive all microservices builds out to the Docker registry and then deployed to Kubernetes, Created Pods and managed using Kubernetes.
· Building/Maintaining Docker container clusters managed by Kubernetes Linux, Bash, GIT, and Docker, on AWS. 
· Provided logging and telemetry solutions for Nginx and Node.js applications.
· Provided 24/7 support on the production issues on a rotation basis for tools like Nginx applications, Node.js applications, AWS services and Bamboo pipelines.

Accenture | CIBC | IN | Sep 2021 - May 2023
Sr DevOps Engineer
Responsibilities:

· Installing, configuring and managing Ansible centralized servers and creating the playbooks to support various middleware applications servers and involved in configuring the Ansible tower as a configuration management tool to automate repetitive tasks.
· Automated configuration management and deployments using Ansible playbooks and YAML for resource declaration creating roles and updating playbooks to provision servers by using Ansible.
· Experience on Azure Cloud and Azure DevOps for particular services like VM, containers, key vaults, app services, Function App, functions and Azure SQL and data bricks, ADF, Azure ARM templates and Active Directory.
· Building the AZURE infrastructure like AKS, Azure SQL, Azure Blob storage, VM, and Resource groups using tools like boto3 and Terraform.
· Installed and leveraged SonarQube for continuous inspection of code quality and to perform automatic reviews of code to detect bugs.
· Involved in creating the CICD build and release from scratch using the Azure DevOps pipeline.
· Managing Azure Active Directory, User and Group Management in Azure AD.
· Created CI/CD build jobs for salesforce and node js, java applications using the Azure pipeline and included approvals gates and checks.
· Implemented Azure DevOps multistage YAML pipelines to drive all microservices builds out to the docker registry and then deployed to Kubernetes and Azure app services environments, created pods and managed using AKS.
· Worked with Terraform key features such as Infrastructure as code, Execution plans, Resource Graphs, and Change Automation.
· Responsible for implementing containerised applications on Azure Kubernetes by AKS and managed Kubernetes charts using Helm and created builds of the Kubernetes applications, templatised Kubernetes manifests, provided a set of configuration parameters to customise the deployment and managed releases of Helm packages.
· Created the deployed scripts using Powershell and used them in the release pipeline.
· Involved in creating the job using an Autorabit tool from org to org as per the business requirement.
· Created the sol scripts in salesforce for inserting, and deleting using dataloader.
· Involved in enabling access for new users in creation, and deletion in org like DEV, QA, UAT, and PROD env as per requirements.
· Involved in the Documentation of all procedures using the confluence and any other important issues.
· Administration of (Git) version control systems. Creating branches and tags for new onboard projects.
· Resolving the conflicts GIT merge code issues for production.
· Involved in creating new ones or modifying the existing and deleting salesforce components like workflow rules, validation rules, record types, page layouts, approval process, tasks, email alerts and field updates as part of pre and post-steps during the build and release deployment for salesforce components.
· Involved in creating the new Connected apps for the new salesforce connection org to the Azure DevOps pipeline using consumer keys and passing or adding them to key vaults.
· Created and managed Splunk DB connect identities, database connections, database inputs, outputs, lookups, and access controls.
· Created reports, alerts and dashboards with Splunk query language and was experienced in creating and running cron jobs for scheduled tasks and troubleshooting Applications, and analyzing logs to diagnose issues.

Wipro Technologies | IN | Feb 2016 - Aug 2021
DevOps / AWS Cloud Engineer
Responsibilities:

· Automated the cloud deployments using Ansible, python (boto& fabric) and AWS Cloud Formation Templates.
· Installed Workstation, Bootstrapped Nodes, Wrote Recipes, and Playbooks and uploaded them to Ansible-server, Managed On-site OS/Applications/Services/ Packages using Ansible as well as AWS for EC2/S3&ELB with Ansible Playbooks. 
· Create Ansible Automation tools and builds and do an overall process improvement to any manual processes. 
· Written Ansible playbooks for various DB configurations to modularize and optimize product configuration. 
· Cloud infrastructure maintenance effort using a combination of Jenkins, Ansible and Terraform for automating the CI CD pipeline in AWS.
· Building/Maintaining Docker container clusters managed by Kubernetes Linux, Bash, GIT, and Docker, on AWS.
· Utilized Kubernetes for the runtime environment of the CI/CD system to build, test deploy.
· Experience in Deployment Automation and containerization (Docker, Kubernetes).
· Involved in the installation and configuration of Nginx as a web server. 
· Experience with Build Management tools Ant and Maven for writing build. XML and pom. XML.
· Guidelines for development & and implementation into cloud compute VMs (e.g. OpenStack).
· Integration of AutomatedBuild with Deployment Pipeline. Currently installed Ansible Server and clients to pick up the Build from Jenkins repository and deploy in target environments (Integration, QA, and Production). 
· Utilized WAR and JAR files for deployment of enterprise apps. 
· Experienced in the build and deployment of Java applications onto different environments such as QA, UAT and Production. 
· Branching, Tagging, and Release Activities on Version Control Tools: SVN, GitHub. Extensive usage of Tortoise SVN in Windows environment for version control activities. 
· Used Bitbucket and Git to store and maintain source code.
· Worked with cloud providers and APIs for Amazon (AWS) EC2, S3, VPC with CloudSigma (EU) and GFS storage. 
· Implemented Ansible Recipes for Deployment on build on internal Data Centre Servers. Also re-used and modified the same Ansible Recipes to create a Deployment directly into Amazon EC2 instances.
· Evaluated testing of Ansible Recipes - Concept of Test-Driven Development for Infrastructure as a Code.  Implemented Ansible Playbooks for OS component configuration to keep the AWS server's template minimal. 
· Written Ansible Playbooks for various DB configurations to modularize and optimize product configuration and create callbacks using Node JS
· Virtualized the servers using the Docker for the test environments and dev-environments needs. And configuration automation using Docker containers. 
· Build artifacts are deployed into Tomcat instances and were integrated using the Perl and Shell scripts. 
· Implementing a Continuous Delivery framework using Jenkins, Ansible, Maven & Nexus in a Linux environment. 
· Manage deployment and infrastructure automation using Ansible playbooks, and roles.
· Involved in periodic archiving and storage of the source code for disaster recovery. Prepared JUnit test cases and executed server configurations. 
· Supported and developed tools for integration, automated testing and release management and used Jenkins as a Continuous Integration (CI) server. 

Build and Release Engineer
Responsibilities:

· Configuration and Administration of Jenkins, SonarQube, and GitHub Servers.
· Create and execute build plans and deploy artifacts for specified products in various environments like Dev, QA, STAGING, and PROD using Jenkins.
· Managed and configured Docker.Integrated the CI workflow with code Analysis: SonarQube and generated code coverage metrics.
· Wrote Chef Cookbook recipes to automate proprietary middleware installations.
· Developed shell scripts for automating deployment tasks and log analysis, enhancing operational efficiency.
· Configured jobs for continuous integration/continuous deployment in Jenkins to meet the objectives of development teams.
· Configured GIT Hooks to trigger jobs in response to new code uploads to GIT for continuous integration.
· Application Server Setup, Installation, configuration and Administration of IBM Web Sphere 8. x and IBM HTTP Server and Apache Tomcat 7.0.
· Upgrading Java version in Linux instance and Windows instance and setting Environment variables.
· Creating server instances, Increasing Server disk size, Server backup, Starting and Stopping the Server instances, Restoring the Snapshots, Providing Security groups for applications, Creating Elastic IPs, Associate and Disassociate Elastic IPs in Amazon Web Services.
· Strong knowledge in Installation of SSL certificate in Apache Tomcat 7.0 Server in all environments.
· Involved in Creating and Managing the Nodes, Application Servers, Cluster and Deployed Multiple J2EE Applications.
· Configuring JDBC Providers, Data Source, Virtual Hosting and Global Security.
· Configuring cron jobs and scheduling as per the requirement in Linux and PAAS.
· Troubleshooting deployment issues in production and QA.
· Implemented horizontal and vertical clustering, and WorkLoad Management (WLM) to make an application Highly Available.
· Involved in automating the deployments by RTC.
· Experience with AppDynamics for monitoring performance parameters.
· Troubleshooting Applications, and analysing logs to diagnose issues.
· Configured the Web Server plug-in to connect to Websphere Application Servers.
· Involved in Documentation of all procedures and any other important issues.

Aricent | Intel | IN | Dec 2013 – Jan 2016
Linux Sys Admin
Responsibilities:

· Worked closely with development teams to integrate their projects into the production AWS environment and ensure their ongoing support and worked as a Project team member for providing L2 support to clients on Linux and managing EC2 machines in the AWS cloud.
· Troubleshooting issues via Remote Technology Such as Remote desktop, Telnet and SSH.
· Managing nginx web server and tomcat application server.
· Managing EBS volumes, Backup of EBS volumes, snapshots in AWS cloud and S3 bucket data management, working with archival in AWS cloud.
· Monitoring System Performance issues like memory, CPU and Disk utilization of EC2 instances and monitoring RDS instances.
· Data Compressing, Backup and recovery using tar command.
· User management including, creating users, managing user privileges, password management,
· user related SSH issues, monitor and respond to incident support tickets daily.
· Creating file systems, partitioning and managing Disk Quotas and ACLs (Access Control Lists) for users.
· Scheduling of automatic repetitive jobs with Crontab and rotated continual 24/7 on-call support.

[bookmark: _Hlk149570014]Education:

· [bookmark: _Hlk150166827]Bachelor in Computer Science JNTU Hyderabad, India in 2011.
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